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Abstract– Due to the recent progress in internet technology 

and evolution of very high speed networks operating 

everywhere, protection of digital content is must. So, it has 

become a tough task to protect copyright of an individual's 

creation. The purpose of digital watermarking is to incorporate 

concealed information in multimedia content to ensure a security 

amenity or simply a labeling application. This paper then 

categorizes the various watermarking techniques into numerous 

categories dependent upon the domain in which the concealed 

data is inserted. We have also provided the comparative analysis 

of these techniques that can help us to know the positive and 

negative of these techniques. This comparison can further be 

used to improvise and propose various new techniques for the 

same. 

 

Index Terms– Watermarking, DCT, DWT, Spatial Domain, 

Frequency Domain, Fast Curvelet Transform and Multichannel 

DWT 
 

I.    INTRODUCTION 

IGITAL information is available in World Wide Web in 

the appearance of Images, Audio and video in huge 

amount. It is very simple to create duplicate copy of 

digital information, to spread this data, to manipulate and 

obliterate by the impostors. Therefore it is required for 

shielding the integrity of the multimedia information [1]. 

Hence, the techniques which are essential to keep away from 

illegal replication or moderation of digital data.  

This technique is named as Digital Watermarking. It is 

useful for fortification of images, video and text. Whenever 

any impostor tries to harm or alter the digital data, he or she 

can easily catch on the basis of retrieved watermark image. 

Watermarking is a important part of data hiding, which exists 

to shield copyright content in to multimedia. When the 

multimedia content is share over the Internet exchange of 

multimedia content copyright infringement issues are comes 

into the picture. 

This paper includes the survey of the latest methods that are 

used for the Digital Image watermarking. These techniques 

can also be used for music files as well as video files. Every 

digital watermarking technique  have certain characteristics 

such as imperceptibility, and robustness against various image 

manipulations like compression, filtering, rotation, scaling 

cropping etc [12]. Digital image watermarking techniques can 

be broadly classified into two major categories: 

i). Spatial Domain Watermarking 

ii). Frequency Domain Watermarking 

II.    SPATIAL DOMAIN WATERMARKING 

Early watermarking schemes were introduced in the spatial 

domain, where copyrighted information is added by changing 

pixel values of host image. Least Significant Bit insertion is 

one of the examples of this category. But such algorithms 

have low payload, they can be easily discovered and quality 

of image after embedding the copyright information and 

extracted watermark is not acceptable as pixel strengths are 

directly changed in these algorithms [11]. One sample Spatial 

Domain watermarking algorithm with Least Significant Bit 

insertion is given in Fig. 2 [8]. Any watermarking algorithm 

has two parts: embedding algorithm and extraction algorithm. 

III.    FREQUENCY DOMAIN IMAGE WATERMARKING 

In the Frequency domain the watermark is embedding into 

frequency coefficients of host image. Frequency domain 

watermarking provides more information hiding capacity and 

high robustness against various geometrical attacks. 

Frequency domain watermarking is more robust than spatial 

domain watermarking due to the embedding of watermark 

into the altered frequency coefficients of the transformed 

image [11]. Some well known watermarking transform 

domain are Fourier Transform (DFT), Discrete Cosine 

Transform (DCT), Discrete Wavelet Transform (DWT) [13], 

[14], [15], [16]. In transform domain we have various 

techniques, Fourier Transform (FT), Short Time Fourier 

Transform (STFT), and Continuous Wavelet Transform 

(CWT), Discrete Wavelet Transform (DWT), Discrete Cosine 

Transform (DCT) or Combination of DCT and DWT. 

A) Digital Image Watermarking Using Discrete Wavelet 

Transform 

Concept of DWT is actually very analogous to theoretical 

model of Human Visual System (HVS). 

DWT gives multi-resolution representation of an image and  
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Fig. 1: Techniques of Digital Image Watermarking [11] 

 

 

 
 

Fig. 2: Pixels of Cover image, Watermark, Watermarked Image and Extracted 

Watermark [8] 

 

 
 

Fig. 3: One Level DWT- Decomposition [7] 

 

 

perfect reconstruction of disintegrated image. We can 

represent DWT as the Image itself and also as the two 

dimensional signal [17]. DWT decomposes the image into sub 

bands of different resolutions [8], [9]. Whenever image is 

delivered decompositions of an image can be done at different 

DWT levels through series of low pass and high pass filters. 

This allows us to use higher energy watermarks in important 

regions that the HVS is known to be less sensitive to, such as 

the high resolution detail bands (LH,HL,HH). One Level 

DWT- Decomposition is given in Fig. 3. 

It is globally well known fact that maximum energy of most 

of natural images is concentrated in ‘approximate (LL) sub 

band’ which is low frequency sub band. Hence modification 

to the coefficients of these low frequency sub bands would 

cause several and intolerable image deprivation. Therefore, 

we should not embed watermark in LL sub band. The good 

regions for embedding the copy right data in high frequency 

sub bands (vertical, horizontal and diagonal components). The 

generalized DWT based watermarking is shown in Figure 3. 

Actually, ‘embedding’ will include ‘specific algorithmic 

steps’ those are to be implemented in wavelet domain. 

B) Digital Image Watermarking Algorithm Based on Discrete 

Cosine Transform 

Discrete Cosine Transform or DCT is a most popular 

transform domain.  

Cosine Transform: Let’s suppose we have a cover image M 

having size SxS then DCT of the cover image can expressed 

as: 
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The DCT allows an image to be broken down into different 

frequency bands which are high, middle and low frequency 

bands. So it easier to choose the suitable band in which we are 

going to embed watermark. The literature survey deals mainly 

with middle frequency bands. The embedding of watermark 

in a middle frequency band does not spread out to the 

important visual important parts of the image i.e. the low 

frequencies. It does not overexpose them to remove through 

image compression and noise attacks where high frequency 

components are chosen [7]. 

There are various DCT based watermarking techniques. 

One such technique utilizes the comparison of middle-band 

DCT coefficients to embed a single bit into a DCT block [11]. 

FM is the middle-band frequency component of the 8x8 DCT 

block, FL is the lowest-band frequency component of the 

block, and FH is the higher-band frequency component. FM is 

chosen as the embedding region as to provide additional  

 

 

 
Fig. 4: Multichannel DWT Domain Watermark Embedding process [4] 
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Fig. 5: Embedding Technique 

 

 

 
 

Fig. 6: Extraction Technique 

 

 

 
 

Fig. 7: Watermark Embedding Process 

 

 

imperceptibility to lossy compression techniques, while 

avoiding significant modification of the cover image [7]. 

Then the extracted watermark bit will be considered 0, 

otherwise the extracted watermark bit will be considered 1. 

 C) A Color Image Multi-Channel Dwt Domain Watermarking 

DWT based technique are most popular technique of image 

watermarking. In case of multi channel DWT domain scheme 

author introduce the concept of multi channel into DWT 

based scheme. It is also transformed domain scheme which  

 
 

Fig. 8: Watermark Extraction Process 

 

 

uses the DWT transform. In this scheme first we partition the 

cover image into three different channels X1, Y1, Z1 [5], [6]. 

After that we perform DWT transformation on these three 

channels. 

Watermarking template is generated by transforming 

coefficients of DWT and chosen, HH frequency channels of 

Y1 and Z1. The generated watermark template is embedded 

into DWT coefficient’s HH frequency channel of X1. As the 

channel which are used for generating watermarking pattern 

and the channel which will undergoes same geometric attacks. 

We first perform DWT transformation of three image 

channels X1, Y1 and Z1 respectively, and then get their HH 

frequency coefficients of these three channels. 

                 

           T      

           T      

D) A Digital Watermarking Algorithm Based On DCT and 

DWT 

A discrete wavelet transform (DWT) digital watermarking 

technique is based on human vision characters. By using the 

block based image watermarking, signal is embedded into the 

HH, high frequency band of wavelet transformation domain. 

And before embedding watermark image, this watermark 

image is transformed using discrete cosine transform in order 

to improve its robustness. 

The way of embedding watermark is shown in Fig. 5. It 

says that, first find the discrete cosine transform of watermark 

image and use these coefficients for inserting watermark. 

Now find the L level discrete wavelet transform of cover 

image. Then find the high frequency wavelet component. At 

last embed the DCT coefficient of watermark in the high 

frequency wavelet component of cover image. Find the 

inverse discrete wavelet transform and get the watermarked 

image.  
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In this paper, author has proposed a DWT-DCT based blind 

watermarking algorithm for protecting copyright. By using 

combination of the two transforms the watermarking 

performance can be improved as compare to DCT based 

watermarking approach. In this approach the watermark is 

scrambled and embedded in a spread spectrum pattern to 

improve the security and robustness. The embedded 

watermark first scrambled. In addition, after processing 

watermark by using scrambling algorithm, even if any 

attacker will detect the watermark signal, he would not be 

able to recover the original watermark without using 

scrambling algorithm. Arnold transform is used as scrambling 

method. In watermarking technique first apply discrete 

wavelet transformation to original image and chose LL sub-

band at level 1. Divide this LL sub band into 8 x 8 blocks. 

Apply DCT to each block and then find mid band frequency 

coefficients. Then embedding is done as follows: 

If watermark bit is 0 then 

 ’=   + α * pn0 

If watermark bit is 1 then 

 ’=   + α* pn  

  here α is intensity factor of embedded.  

In extraction procedure, first apply discrete wavelet 

transformation to original image and chose LL sub-band at 

level 1. Divide this LL sub band into 8 x 8 blocks. Apply 

DCT to each block and then find mid band frequency 

coefficients. Then calculate correlation between the mid band 

frequency coefficients and the pseudo random sequence pn0 

and pn1. If the correlation with the pn0 is greater than the 

correlation with pn1: 

The extraction of watermark process starts with reading of 

watermarked image. Perform DWT transform of the original 

image and the watermarked image by L-levels using DWT. 

And the data coefficients of the lowest frequency band LL 

and the high frequency band HH are obtained. The high 

frequency band coefficients of both DWT images are 

obtained. Now compare the both coefficients block by block 

and find difference. Then Find inverse discrete cosine 

transforms, and the watermark image is recovered. 

V.    CONCLUSIONS 

This paper provides thorough outline of Digital Image 

Watermarking techniques. In Spatial domain as well as 

transform domains. The Transform domain based 

watermarking techniques are recommended to achieve 

robustness. This survey on different digital watermarking 

techniques shows different robustness level on different 

attacks. Spatial domain based technique (LSB technique) 

which is one the most popular technique of spatial domain 

image watermarking technique shows less robustness against 

different geometric attacks. Transformed domain techniques 

like DWT based watermarking techniques, DCT and DWT 

based composite watermarking technique, Multi channel 

DWT based technique are better than Spatial domain based 

technique. 

 

 

IV.    RESULTS AND DISCUSSIONS 

 

Technique Used Attack 
Robustness 

Level 

DWT-DCT based 

Watermarking 

For Copyright 

Protection 

Blurring High 

Scaled to half Size High 

Resizing Of scaled 

image 

Medium 

Scaling to 75% of 

original Image 

High 

Cropping Medium 

Colour Image 

Multichannel DWT 

based image 

Watermarking 

Blurring Medium 

Scaled to half Size Medium 

Resizing Of Scaled 

Image 

Medium 

Scaling to 75% of 

original Image 

High 

Cropping Low 

DCT Based Image 

Watermarking 

Blurring Medium 

Scaled to half Size Medium 

Resizing of scaled 

Image 

High 

Scaling to 75% of 

original Image 

High 

Cropping Medium 

DWT Based Image 

Watermarking 

Blurring Medium 

Scaled to half  

Size 

Medium 

Resizing Of scaled 

Image 

Medium 

Scaling to 75% 

Of original Image 

High 

Cropping Low 

LSB Based Image 

Watermarking 

Blurring Low 

Scaled to half  

Size 

Low 

Resizing Of scaled 

Image 

Low 

Scaling to 75% 

Of original Image 

Low 

Cropping Low 
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